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Datenschutzrichtlinie

Datenschutzbestimmungen

Allgemeine Definitionen

1.

Personenbezogene Daten sind alle Informationen, die sich auf eine identifizierte oder identifizierbare
naturliche Person (betroffene Person) beziehen, wie in Artikel 4 Absatz 1 der DSGVO angegeben.
DSGVO - Verordnung (EU) 2016/679 des Europaischen Parlaments und des Rates vom 27. April 2016
zum Schutz naturlicher Personen bei der Verarbeitung personenbezogener Daten, zum freien
Datenverkehr und zur Aufhebung der Richtlinie 95/46/EG.

Datenverarbeitung ist jeder mit oder ohne Hilfe automatisierter Verfahren ausgefuhrte Vorgang oder
jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten, wie in Artikel 4 Absatz 2
der DSGVO angegeben.

Auftragsverarbeiter ist eine natlrliche oder juristische Person, die personenbezogene Daten im Auftrag
des Verantwortlichen verarbeitet, wie in Artikel 4 Absatz 8 der DSGVO angegeben.

Verantwortlicher, d. h. die Stelle, die Uber die Zwecke und Mittel der Verarbeitung personenbezogener
Daten entscheidet, ist Paysera LT, UAB, die den Zahlungsauslése- und Kontoinformationsdienst, die
Peer-to-Peer-Leihplattform, die qualifizierte E-ldentifizierung und andere Dienste verwaltet. GemaR der
Vereinbarung Uber die gemeinsame Verantwortlichkeit Nr. 2018019 vom 19.09.2018 ist der
Verantwortliche flr Ihre personenbezogenen Daten das Paysera-Netzwerk (im Folgenden als Paysera,
Betreiber, Verantwortlicher oder Unternehmen bezeichnet). Die Kontaktdaten von Paysera sind auf der
Paysera-Website verdffentlicht. Die Kontaktdaten des von Paysera ernannten Datenschutzbeauftragten
lauten: dpo@paysera.com.

Gemeinsame Datenkontrolle - Paysera LT, UAB fungiert zusammen mit anderen
Netzwerkunternehmen und dem Koordinator Paysera Tech (Cayman Islands) als gemeinsame
Verantwortliche gemafl Anhang Nr. 16 ,Network Data Governance Agreement” zum Joint Action
Agreement. Diese Vereinbarung regelt die Aufteilung der Zustandigkeiten und gewahrleistet den
Datenschutz innerhalb des Netzwerks. Personenbezogene Daten werden gemeinsam ausschlieSlich zur
Gewahrleistung der Netzwerksicherheit und der betrieblichen Integritat verarbeitet, insbesondere: zur
Verhinderung von Geldwasche und Terrorismusfinanzierung, zur Aufdeckung von Betrug, zur Verwaltung
von Sicherheitsvorfallen und zur Gewahrleistung einer ununterbrochenen Kundenbetreuung, wenn
Dienstleistungen durch einen anderen Netzwerkpartner erbracht werden.

Betroffene Person oder Kunde - eine natlrliche Person, die beabsichtigt, eine Geschaftsbeziehung
mit dem Verantwortlichen einzugehen oder eingegangen ist (z. B. Profilerstellung, Er6ffnung eines
Zahlungskontos, Erhalt eines qualifizierten elektronischen ldentifikationsmittels, Einreichung eines
Verbraucherkreditantrags, Tatigkeit als Verbraucherkreditgeber oder -finanzierer, Abschluss eines
Dienstleistungsvertrags mit dem Unternehmen usw.) oder deren Geschaftsbeziehung beendet ist, deren
Daten aber gemals den gesetzlichen Bestimmungen noch vom Verantwortlichen verarbeitet werden.
Plattform - eine Softwareldsung, die auf den Websites des Unternehmens gehostet wird, vom
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Unternehmen entwickelt wurde und zur Bereitstellung der Dienstleistungen des Unternehmens
verwendet wird.

Allgemeine Bestimmungen

0.

10.

11.

12.

13.

14,

Die von Paysera erhobenen personenbezogenen Daten werden gemall dem Gesetz Uber den rechtlichen
Schutz personenbezogener Daten der Republik Litauen, der DSGVO und anderen Rechtsakten
verarbeitet. Alle Personen, Vertreter und Mitarbeiter von Vertretern, die im Namen von Paysera handeln
und die Moglichkeit haben, auf Systeme mit Kundendaten zuzugreifen, greifen ausschlieBlich zur
Erflllung ihrer Arbeitsfunktionen darauf zu, verfugen Uber eine rechtmafBige Grundlage fur diesen
Zugriff und missen personenbezogene Daten, die sie wahrend ihrer Arbeit erfahren haben, auch nach
Beendigung des Arbeits- oder Vertragsverhaltnisses vertraulich behandeln.

Das Unternehmen stellt gemal den geltenden gesetzlichen Anforderungen die Vertraulichkeit
personenbezogener Daten und die Umsetzung angemessener technischer und organisatorischer
MalBnahmen zum Schutz personenbezogener Daten vor unbefugtem Zugriff, Offenlegung,
versehentlichem Verlust, Anderung, Zerstérung oder anderer unrechtmaBiger Verarbeitung sicher.
Diese Datenschutzbestimmungen legen die grundlegenden Regeln flir die Erhebung, Speicherung,
Verarbeitung und Aufbewahrung Ihrer personenbezogenen Daten, andere auf Sie bezogene
Informationen, den Umfang, den Zweck, die Quellen, die Empfanger und andere wichtige Aspekte der
Verarbeitung Ihrer personenbezogenen Daten fest, wenn Sie Paysera als Zahlungsdienstleister nutzen.
In diesen Datenschutzbestimmungen schlieSen Begriffe in der Einzahl auch die Mehrzahl ein und
umgekehrt, sofern der Kontext nichts anderes erfordert.

Durch den Zugriff auf die Paysera-Website und/oder die Nutzung der App und/oder der darin
enthaltenen Informationen und/oder Dienste erkennen Sie an und bestatigen, dass Sie diese
Datenschutzbestimmungen gelesen und verstanden haben und ihnen zustimmen. Sobald Sie sich im
System registriert haben und mit der Nutzung der Paysera-Dienste beginnen, werden diese
Datenschutzbestimmungen zu einer Erganzung des Allgemeinen Zahlungsdienstevertrags.

Paysera behalt sich das Recht vor, diese Datenschutzbestimmungen jederzeit nach eigenem Ermessen
zu andern, indem eine aktualisierte Fassung der Datenschutzbestimmungen auf der Website
veréffentlicht wird und, falls die Anderungen wesentlich sind, die registrierten Nutzer per E-Mail oder In-
App-Benachrichtigung informiert werden. Eine geanderte oder aktualisierte Fassung dieser
Datenschutzbestimmungen tritt mit ihrer Verdffentlichung auf der Website in Kraft.

Ist der Nutzer der Dienste ein Geschaftskunde, gelten diese Datenschutzbestimmungen fur einzelne
Kunden, deren Daten vom Geschaftskunden an Paysera Ubermittelt werden. Der Nutzer informiert die
betroffenen Personen (Manager, Empfanger, Bevollméachtigte usw.) Uiber die Ubermittlung ihrer Daten
an Paysera gemals Artikel 14 der DSGVO.

Zwecke der Datenverarbeitung, Anbieter, Fristen, Empfanger

15.

Der Hauptzweck, fir den Paysera Ihre personenbezogenen Daten erhebt, besteht darin, die
Zahlungsdienste von Paysera fur Kunden bereitzustellen, die Zahlungen senden und empfangen. Als
Anbieter von Zahlungsdiensten, qualifizierter E-Identifizierung, Peer-to-Peer-Krediten,
Selbstbedienungsterminals und POS-Diensten ist Paysera gesetzlich verpflichtet, lhre Identitat
festzustellen und zu Uberprifen, bevor Finanzdienstleistungstransaktionen mit lhnen abgeschlossen
werden, sowie zum Zeitpunkt der Erbringung der Dienstleistungen weitere Informationen anzufordern
und diese Informationen flir den gesetzlich festgelegten Aufbewahrungszeitraum zu bewerten und zu
speichern. In Anbetracht dessen mussen Sie korrekte und vollstandige Informationen bereitstellen.



ZWECK: Identifizierung des Kunden, Erbringung von Zahlungsdiensten (Kontoeréffnung,
Geldiiberweisungen, Zahlungsabwicklung und andere), Geldautomaten,
Selbstbedienungsterminals, qualifizierte E-ldentifizierungsdienste, Verhinderung von Geldwasche
und Terrorismusfinanzierung, Einreichung von Berichten bei staatlichen Behérden, Umsetzung
anderer rechtlicher Verpflichtungen des Zahlungsdienstleisters.

16.

17.

18.

19.

20.

Personenbezogene Daten werden zu diesem Zweck unter Einhaltung gesetzlicher Anforderungen
verarbeitet, die sich beziehen auf: Feststellung und Uberprifung der Identitat des Kunden; Abschluss
und Ausfihrung von Vertragen mit dem Kunden oder zur Durchfihrung von MaBnahmen auf Anfrage
des Kunden; Durchfiihrung von Geldiiberweisungen und Ubermittlung der erforderlichen Informationen
zusammen mit einer Uberweisung gemaR der Gesetzgebung; Umsetzung der ,,Know Your Client“-
Anforderungen; kontinuierliche und regelméaRige Uberwachung der Aktivitidten des Kunden;
Risikobewertung; Aktualisierung der Kundendaten, um deren Richtigkeit zu gewahrleisten; Verhinderung
moglicher Geldwasche und Terrorismusfinanzierung, Betrugspravention, Aufdeckung, Untersuchung und
Information Uber solche Aktivitaten, Ermittlung von politisch exponierten Personen oder gegen den
Kunden verhangten Finanzsanktionen; Gewahrleistung eines ordnungsgemafien Risiko- und
Organisationsmanagements.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
Geschlecht, nationale Identifikationsnummer, Geburtsdatum, ein Gesichtsfoto, Aufzeichnung einer
direkten VideoUbertragung (direkte Videoubertragung), Staatsangehdrigkeit, Geburtsland, Wohnsitzland,
Daten aus einem Ausweisdokument (einschlielich, aber nicht beschrankt auf eine Kopie des
Dokuments), Adresse, E-Mail-Adresse, Telefonnummer, aktuelle Zahlungskontonummer, IP-Adresse,
aktuelle Berufs- oder Arbeitstatigkeit, aktuelle 6ffentliche Funktion, Daten Uber die Teilnahme des
Kunden an politischen Aktivitaten, Aufnahme in Sanktionslisten, andere nach geltenden Gesetzen zur
Bekampfung von Geldwasche und Terrorismusfinanzierung erforderliche Daten sowie Standortdaten des
Kunden, geplanter Dienst, Zweck der Kontonutzung (privat/geschaftlich), geplanter Investitionsbetrag,
erhaltenes Einkommen, Hauptquelle der Mittel, Herkunft der Mittel, wirtschaftlicher Eigentimer,
Informationen Uber den letztendlichen Begunstigten: Vorname, Nachname, Staatsangehoérigkeit,
personliche Identifikationsnummer (nationale ID-Nummer), Geburtsdatum, Adresse, Grundlage der
Autorisierung, politisches Engagement, andere im ,Know Your Client” (KYC)-Fragebogen des Kunden
angegebene Daten, Korrespondenz der Geschaftsbeziehung mit dem Kunden, Dokumente und Daten,
die den Geldvorgang oder die Transaktion bestatigen, oder andere rechtsgultige Dokumente und Daten
im Zusammenhang mit der Ausfliihrung von Geldvorgangen oder Transaktionen, Land des steuerlichen
Wohnsitzes, Verbindung mit dem EWR/EU, Steueridentifikationsnummer, verwendete Gerate, Daten im
Zusammenhang mit dem Mobilgerat des Nutzers, Modell, Betriebssystem, ob das Gerat gerootet ist, ob
das Gerat ein Emulator ist, IP-Adresse, Wi-Fi SSID, Wi-Fi MAC, System-Sprache des Gerats, SIM-Karten-
Ausgabeland, SIM-Karten-Betreiber, pseudo-eindeutige ID des Gerats, Android 1D, Android GSFID,
Android Fingerprint, Web-View-Version, Paysera-App-Version, Historie der Geldtransaktionen.

Diese personenbezogenen Daten werden in Ausibung der dem Verantwortlichen Ubertragenen
hoheitlichen Funktionen sowie auf der Grundlage einer dem Zahlungsdienstleister auferlegten
rechtlichen Verpflichtung erhoben und verarbeitet, d. h. dem Gesetz Uber den Zahlungsverkehr, dem
Gesetz Uber E-Geld und E-Geld-Institute, den Gesetzen zur Verhinderung von Geldwasche und
Terrorismusfinanzierung und anderen geltenden Rechtsakten, und sind erforderlich, um ein Konto zu
erdéffnen und/oder einen Zahlungsdienst zu erbringen.

Aufbewahrungsfrist der Daten: 10 (zehn) Jahre nach Beendigung der Geschaftsbeziehung mit dem
Kunden. Diese personenbezogenen Daten mussen gemal dem Gesetz zur Verhinderung von
Geldwasche und Terrorismusfinanzierung 8 (acht) Jahre lang aufbewahrt werden. Diese Daten werden
flr weitere 2 (zwei) Jahre auf der Grundlage der rechtlichen Interessen von Paysera gemals der
ordentlichen Verjahrungsfrist der Klage aufbewahrt.

Datenanbieter und Quellen:

20.1. Die betroffene Person direkt;



20.2. Dritte:
20.2.1. Kredit- und andere Finanzinstitute und deren Zweigstellen;
20.2.2. Staatliche und nichtstaatliche Register;

20.2.3. Datenbanken zur Uberpriifung der Daten von Ausweisdokumenten (Datenbanken abgelaufener
Dokumente und andere internationale Datenbanken);

20.2.4. Vollmachtprufregister (Register notariell beglaubigter Vollmachten und andere Datenbanken);
20.2.5. Das Register der geschaftsunfahigen und behinderten Personen,;
20.2.6. Das Bevolkerungsregister, andere Datenbanken;

20.2.7. Unternehmen, die konsolidierte Schuldnerdateien verarbeiten (z. B. in Litauen UAB ,,Creditinfo
Lithuania“, UAB ,Scorify” oder andere);

20.2.8. Unternehmen, die Register fUr internationale Sanktionen flhren;
20.2.9. Strafverfolgungsbehdérden;
20.2.10. Gerichtsvollzieher;

20.2.11. Juristische Personen (sofern Sie ein Vertreter, Mitarbeiter, Griinder, Aktionar, Teilnehmer,
Auftragnehmer oder der tatsachliche Beglinstigte dieser juristischen Personen sind);

20.2.12. Partner oder andere juristische Personen, die uns beauftragen oder von uns mit der Erbringung
von Dienstleistungen beauftragt werden;

20.2.13. Soziale Netzwerke, in denen Sie ein mit unserem System verknUpftes Profil haben;
20.2.14. Andere Personen.

21. Um unsere rechtlichen Verpflichtungen effektiver zu erflllen - zum Beispiel um potenziell verdachtige
Finanztransaktionen zum Zwecke der Geldwaschepravention zu identifizieren oder die Echtheit von
Ausweisdokumenten zu Uberprifen - kénnen wir Losungen der kinstlichen Intelligenz (KI) einsetzen
(Tools kébnnen anhand vorhandener Daten trainiert oder Daten kdnnen durch die Tools analysiert
werden). Diese Tools unterstltzen bei der Verarbeitung groRer Datenmengen und der Identifizierung
von Unstimmigkeiten; endglltige Entscheidungen, die erhebliche Folgen flr Sie haben kdnnten, werden
jedoch stets von unseren Mitarbeitern Uberprift und genehmigt.

22. Gruppen von Datenempfangern: Aufsichtsbehérden, Kredit-, Finanz-, Zahlungs- und/oder E-Geld-
Institute, Ermittlungsbehoérden, staatliche Steuerbehdrden, Zahlungsdienstleistungsvertreter oder
Partner von Paysera (wenn die Transaktion unter Nutzung ihrer Dienste durchgefthrt wird), Empfanger
von Transaktionsgeldern, die die Informationen in Zahlungsabrechnungen zusammen mit den Mitteln
der Transaktion erhalten, die Zahlungsdienstleister und Korrespondenten des Empfangers, Teilnehmer
und/oder Parteien im Zusammenhang mit nationalen, europaischen und internationalen
Zahlungssystemen, Inkasso- und Beitreibungsagenturen, Unternehmen, die konsolidierte
Schuldnerdateien verarbeiten, Anwalte, Gerichtsvollzieher, Wirtschaftsprifer, andere Stellen mit einem
berechtigten Interesse, andere Personen im Rahmen einer Vereinbarung mit Paysera oder auf anderer
gesetzlicher Grundlage.

ZWECK: Streit- und Schuldenmanagement.

23. Personenbezogene Daten werden zu diesem Zweck verarbeitet, um Streitigkeiten beizulegen, Schulden



24.

25.

26.

27.

28.

zu verwalten und einzutreiben, Anspriiche, Forderungen, Klagen usw. einzureichen.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
nationale Identifikationsnummer, Adresse, Geburtsdatum, Daten aus einem Ausweisdokument, E-Mail-
Adresse, Telefonnummer, aktuelle Kontonummer, IP-Adresse, aktuelle Kontoausziige, Video- und
Audioaufzeichnungen und alle anderen Daten im Zusammenhang mit den Umstanden, unter denen der
Streit oder die Schuld entstanden ist.

Aufbewahrungsfrist der Daten: Die Falligkeit der Forderung betragt 10 (zehn) Jahre ab dem Tag, an dem
die Forderung bekannt wurde (besteht die Forderung aus mehreren Elementen - ab dem Datum, an
dem das letzte Element bekannt wurde), und nach Einleitung eines Gerichtsverfahrens - 10 (zehn)
Jahre, jedoch nicht kirzer als bis zur vollstandigen Erfullung der gegenseitigen Verpflichtungen der
Parteien. Die Aufbewahrungsfrist der Daten basiert auf den im Zivilgesetzbuch der Republik Litauen
festgelegten Verjahrungsfristen fur Verfahren.

Datenanbieter: die betroffene Person direkt, Kredit-, Finanz-, Zahlungs- und/oder E-Geld-Institute,
staatliche und nichtstaatliche Register, Unternehmen, die konsolidierte Schuldnerdateien verarbeiten (z.
B. in Litauen UAB ,Creditinfo Lithuania“ oder andere), Anbieter von elektronischen
Kommunikationsdiensten, andere Personen.

Gruppen von Datenempfangern: Unternehmen, die konsolidierte Schuldnerdateien verarbeiten, Kredit-,
Finanz-, Zahlungs- und/oder E-Geld-Institute, Anwalte, Gerichtsvollzieher, Gerichte,
Ermittlungsbehdérden, staatliche Steuerbehoérden, Inkasso- und Beitreibungsagenturen sowie andere
Stellen mit einem berechtigten Interesse.

Bitte beachten Sie: Wenn Sie Schulden gegenltber Paysera haben und die Erflllung Ihrer Identitats-,
Kontaktdaten- und Kredithistorie aufschieben, d. h. finanzielle und vermdégensrechtliche
Verbindlichkeiten und Informationen Uber deren Ausfuhrung sowie Schulden und deren Zahlung an
Unternehmen, die Schuldnerdatenbanken verwalten (wie das Kreditinstitut UAB , Creditinfo Lithuania” in
Litauen*), sowie an Inkassounternehmen. Sie kdnnen |hre Kredithistorie einsehen, indem Sie sich direkt
an das Kreditblro wenden.

ZWECK: Geschaftskunden, die den Paysera POS-Dienst nutzen, die technische Moglichkeit zu
geben, ihre Kunden- und Kaufdaten zu verwalten, die Funktionalitat der Zahlungsabwicklung,
Rechnungsstellung und anderer Prozesse im Zusammenhang mit dem Paysera POS-Dienst
sicherzustellen und dabei die DSGVO und alle anderen geltenden gesetzlichen Anforderungen
vollstandig einzuhalten.

29.

30.

Zu diesem Zweck werden folgende Daten erhoben und verarbeitet: Daten des Paysera POS-Kunden und
der sie vertretenden natlrlichen Personen (Vorname, Nachname, Beziehung zum Paysera POS-Kunden
(Position/Rolle usw.), persoénliche Identifikationsnummer/Steuernummer, Kontaktdaten wie Adresse,
Telefonnummer und E-Mail-Adresse), Zahlungstransaktionsinformationen (Kartentyp, die letzten vier
Stellen der Kartennummer, Transaktionsnummer) sowie Kaufdaten (Bestellartikel, Menge, Preis, Rabatte,
Kaufdatum, Bestellnummer und Steuerdaten). Aufbewahrungsfrist der Daten: 10 (zehn) Jahre nach
Beendigung der Geschaftsbeziehung mit dem Kunden. Diese personenbezogenen Daten missen gemaf
dem Gesetz zur Verhinderung von Geldwasche und Terrorismusfinanzierung 8 (acht) Jahre lang
aufbewahrt werden. Diese Daten werden flr weitere 2 (zwei) Jahre auf der Grundlage der rechtlichen
Interessen von Paysera gemal der ordentlichen Verjahrungsfrist der Klage aufbewahrt.

In Bezug auf die vom Paysera POS-Kunden in das System hochgeladenen Daten fungiert
Paysera als Auftragsverarbeiter, wahrend der Paysera POS-Kunde der Verantwortliche ist. Der Paysera
POS-Kunde bestatigt und verpflichtet sich, diese Daten gemals den Anforderungen von Artikel 6 der
DSGVO zu verarbeiten. Die Aufbewahrungsfrist fur diese Daten wird durch die internen
Betriebsdokumente des Verantwortlichen (des Paysera POS-Kunden) unter Berlcksichtigung der
gesetzlichen Anforderungen fir die Aufbewahrung von Buchhaltungsunterlagen und anderer geltender
Fristen festgelegt. Paysera bewahrt bei der Bereitstellung der technischen Infrastruktur
Sicherungskopien nur so lange auf, wie es fir das Funktionieren des Dienstes erforderlich oder



31.

32.

gesetzlich vorgeschrieben ist. Nach Beendigung des Vertrages mit dem Paysera POS-Kunden hat
Paysera das Recht, alle im Paysera POS-Konto des Kunden gespeicherten personenbezogenen Daten
nach 90 (neunzig) Tagen zu léschen, es sei denn, die Gesetzgebung schreibt eine langere
Aufbewahrungsfrist vor. Dieser Zeitraum soll eine reibungslose Datenlibertragung oder endgultige
Abrechnungen gewahrleisten. Daten in den Sicherungskopien des Paysera POS-Systems kénnen fur
einen langeren Zeitraum aufbewahrt werden; sie sind jedoch isoliert und werden nicht in aktiven
Systemen verarbeitet, bis sie schlieSlich gemal dem festgelegten Rotationszyklus flr Sicherungskopien
geldéscht werden.

Datenquellen (woher wir die Daten beziehen): Die Hauptquelle ist der Kunde, der Informationen tber
sich selbst, seine Kunden und Kaufvorgange in das Paysera POS-System eingibt. Teilweise
Zahlungsdaten kénnen auch von Dienstleistern erhalten werden, die Kreditkartentransaktionen
verarbeiten (z. B. Kartentyp, die letzten vier Stellen der Kartennummer, Transaktionsnummer).
Datenempfanger: Der Geschaftskunde hat als Verantwortlicher Zugriff auf die von ihm eingegebenen
Daten. Paysera und seine autorisierten Dienstleister (z. B. IT-Infrastruktur- oder
Rechenzentrumsdienstleister) verarbeiten diese Daten nur in dem Umfang, der fir die Bereitstellung
und Verbesserung des Dienstes erforderlich oder gesetzlich vorgeschrieben ist. Informationen werden
staatlichen Behdrden nur in gesetzlich vorgeschriebenen Fallen zur Verfligung gestellt.

ZWECK: Einzug von Zahlungen uber Paysera-Selbstbedienungsterminals und Bereitstellung von
Berichten fir Kunden, um einen effizienten und sicheren Zahlungsprozess und die Bereitstellung
der erforderlichen Informationen zu gewahrleisten.

33.

34.

35.

36.

37.

Zu diesem Zweck kénnen je nach Inkassostandort folgende Daten erhoben werden: Vorname,
Nachname, Geburtsdatum, persénliche Identifikationsnummer, E-Mail-Adresse, von einer
Gesundheitseinrichtung ausgestellter Patientencode, Studienprogramm und Studienjahr des Studenten,
Zahlungskartentyp, die letzten vier Stellen der Kartennummer, Transaktionsnummer sowie alle anderen
Daten, die die Person bei der Zahlung angibt.

Die Daten werden auf der Grundlage der Vertragserflllung (Artikel 6 Absatz 1 Buchstabe b der DSGVO)
oder rechtlicher Verpflichtungen gemaf der Gesetzgebung (Artikel 6 Absatz 1 Buchstabe ¢ der DSGVO)
erhoben und verarbeitet, und Paysera fungiert als Auftragsverarbeiter, indem es die Eingabe und
Speicherung der Daten ermdglicht und die technische Funktionalitat des Dienstes sicherstellt.
Aufbewahrungsfrist der Daten: Diese wird vom Verantwortlichen festgelegt, der die gesetzlichen
Anforderungen zur Aufbewahrung von Buchhaltungs- und anderen Aufzeichnungen einhalten muss.
Paysera speichert nur die flr die Erbringung der Dienstleistungen erforderlichen oder gesetzlich
vorgeschriebenen Daten. Nach Beendigung der Geschaftsbeziehung bewahrt Paysera die Daten der
Selbstbedienungsterminals flr hdochstens 3 (drei) Jahre nach Ende der Beziehung auf.

Datenanbieter: Die primaren Anbieter sind die Personen selbst, die die erforderlichen Daten bei der
Nutzung der Paysera-Selbstbedienungsterminals Gbermitteln. Basierend auf diesen Daten werden
Personen in den Datenbanken der Stelle identifiziert, die die Zahlungen einzieht (die Organisation, fur
die das spezifische Terminal zum Einzug von Zahlungen verwendet wird). Teilweise Informationen Uber
Kartentransaktionen werden auch von Zahlungsabwicklungsdienstleistern erhalten.

Datenempfanger: Je nach den flr den Zahlungseinzug erforderlichen Informationen kénnen diese Daten
an den jeweiligen Paysera-Kunden Ubermittelt werden, der Zahlungen UGber die Terminals einzieht - etwa
eine Gesundheitseinrichtung, ein Autohaus, eine Bildungseinrichtung oder ein anderes Unternehmen
oder eine 6ffentliche Stelle, die ein bestimmtes Paysera-Selbstbedienungsterminal nutzt und eine
rechtmaBige Grundlage fur den Erhalt von Zahlungstransaktionsinformationen hat. Daten kénnen auch
den zustandigen staatlichen Behdrden zur Verfigung gestellt werden, sofern dies gesetzlich
vorgeschrieben oder zur Wahrung berechtigter Interessen erforderlich ist.



ZWECK: Pflege und Verwaltung der Beziehungen zu Kunden, Information der Kunden iiber
bestehende und neue Dienstleistungen, Erbringung von Dienstleistungen, Vermeidung von
Streitigkeiten und Beweissicherung (Aufzeichnung von Telefongesprachen), Korrespondenz von
Geschaftsbeziehungen mit dem Kunden.

38.

39.

40.

41.
42.

43,

Personenbezogene Daten werden zu diesem Zweck verarbeitet, um: die Geschaftsbeziehung und
Kommunikation mit dem Kunden aufrechtzuerhalten; Dienstleistungen fur den Kunden zu erbringen; die
Interessen des Kunden und/oder von Paysera zu schitzen; Streitigkeiten zu vermeiden, Beweise fur die
Geschaftskommunikation mit dem Kunden bereitzustellen (Aufzeichnungen von Gesprachen,
Korrespondenz); Qualitatsbewertungen durchzuflihren und die Qualitat der von Paysera erbrachten
Dienstleistungen sicherzustellen; sofern dies fur die Ausfihrung des Vertrags erforderlich ist, um
MaBnahmen auf Anfrage des Kunden zu ergreifen oder eine rechtliche Verpflichtung umzusetzen; den
Kunden tiber die von Paysera erbrachten Dienstleistungen, deren Preise, Besonderheiten, Anderungen in
den mit dem Kunden geschlossenen Vertragen usw. zu informieren; systemische und andere
Mitteilungen von Paysera im Zusammenhang mit den erbrachten Dienstleistungen zu versenden.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
Adresse, Geburtsdatum, E-Mail-Adresse, Telefonnummer, IP-Adresse, Standortdaten des Kunden,
aktuelle Kontoauszlige, Aufzeichnungen von Telefongesprachen, Korrespondenz mit dem Kunden und
alle anderen fur den Zweck erforderlichen Daten.

Aufbewahrungsfrist der Daten: Nicht Ianger als 10 (zehn) Jahre ab dem Datum des Gesprachs, unter
Berlcksichtigung der ordentlichen Verjahrungsfrist der Klage. Paysera behalt sich das Recht vor, solche
Daten jederzeit zu l6schen. Eine solche Aufbewahrungsfrist der Daten ist nach den Gesetzen zur
Verhinderung von Geldwasche und Terrorismusfinanzierung erforderlich.

Datenanbieter: die betroffene Person direkt, Anbieter von elektronischen Kommunikationsdiensten.
Datenempfanger: Aufsichtsbehdrden, Unternehmen, die konsolidierte Schuldnerdateien verarbeiten,
Anwalte, Gerichtsvollzieher, Gerichte, Ermittlungsbehdrden, Inkasso- und Beitreibungsagenturen,
andere Stellen mit einem berechtigten Interesse, andere Stellen im Rahmen einer Vereinbarung mit
Paysera.

Die betroffene Person bestatigt ihr Verstandnis darUber, dass solche Informationsbenachrichtigungen fur
die Erflllung des mit dem Kunden geschlossenen Allgemeinen Zahlungsdienstevertrags und/oder seiner
Anhange erforderlich sind und keine Direktmarketing-Nachrichten darstellen.

ZWECK: Gewahrleistung der Identifizierung des Paysera-Nutzers und der sicheren, rechtmafiigen
und ordnungsgemafen Ausfithrung der von ihm am Geldautomaten initiierten Transaktion.

44,

45.

46.

Zu diesem Zweck werden folgende Daten erhoben: ein temporar generierter scanbarer Code, der mit
der Paysera-App verknUpft ist und eine begrenzte Giltigkeitsdauer hat; die Art der Transaktion
(Einzahlung/Auszahlung); Datum und Uhrzeit; der Einzahlungs-/Auszahlungsbetrag; Geldautomaten-
Identifikationsinformationen (eindeutige Geldautomatennummer, Adresse oder andere
Standortmarkierungen); die eindeutige Nummer des Nutzers (verknlpft mit dem Paysera-Konto); und
eine Callback-Bestatigung, die anzeigt, dass der Nutzer erfolgreich authentifiziert wurde. Zusatzlich wird
Videouberwachungsmaterial (Fotos und Videoaufzeichnungen) erhoben.

Die Daten werden auf der Grundlage der Vertragserfullung (Artikel 6 Absatz 1 Buchstabe b DSGVO)
zwischen dem Geldautomaten-Dienstleister und dem Nutzer sowie auf der Grundlage einer rechtlichen
Verpflichtung (Artikel 6 Absatz 1 Buchstabe c DSGVO) zur Einhaltung der Anforderungen der Zahlungs-,
E-Geld-, Geldwaschepraventions- und anderer geltender Gesetze sowie auf der Grundlage eines
berechtigten Interesses (Artikel 6 Absatz 1 Buchstabe f DSGVO) zur Gewahrleistung der
Zahlungssicherheit und zur Betrugspravention erhoben und verarbeitet.

Aufbewahrungsfrist der Daten: Der generierte scanbare Code ist nur fur einen kurzen Zeitraum (bis zu 5
Minuten) gultig, und die generierte Kundenidentifikationsnummer ist nur fir die Dauer der Transaktion
gultig. Wichtige Transaktionsdaten (Datum, Ort, Einzahlungs-/Auszahlungsbetrag usw.) werden im



47.

48.

Geldautomaten 2 Jahre lang gespeichert. Der Geldautomatenbetreiber bewahrt diese Daten 5 (finf)
Jahre ab dem Datum der Transaktion auf. Videouberwachungsaufnahmen werden bis zu 5 (funf) Monate
lang aufbewahrt, es sei denn, es besteht die Notwendigkeit, sie flr einen langeren Zeitraum zu
speichern, beispielsweise im Zuge einer strafrechtlichen Ermittlung oder eines Rechtsstreits (in diesem
Fall kann das Material bis zum Ende des Bedarfs aufbewahrt werden).

Der Kunde wird durch einen von der Paysera-App generierten scanbaren Code identifiziert, den der
Nutzer am Geldautomaten vorlegt. Zusatzliche Kundendaten kénnen von einer
Videouberwachungskamera erhalten werden, falls installiert.

Datenempfanger: Videoaufzeichnungen oder andere Daten kénnen im Bedarfsfall
Strafverfolgungsbehdérden im Rahmen von Ermittlungen oder anderen staatlichen Behérden zur
Verfligung gestellt werden, sofern dies gesetzlich vorgeschrieben ist.

ZWECK: Bewertung der Kreditwirdigkeit, Kreditrisikomanagement und automatisierte
Entscheidungsfindung.

49,

50.

51.

52.

53.

54.

Die personenbezogenen Daten werden zu diesem Zweck verarbeitet, um die Kreditwlrdigkeit von
Kunden zu bewerten, das Kreditrisiko zu managen und die Anforderungen im Zusammenhang mit dem
operationellen Risikomanagement und der Angemessenheit der Eigenmittel zu erflllen, damit Paysera
Finanzierungen anbieten/bereitstellen kann.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
Adresse, Geburtsdatum, E-Mail-Adresse, Telefonnummer, Zahlungskontonummer, IP-Adresse,
Kontoauszlige des Zahlungskontos, Kontostand des Kunden, finanzielle Verbindlichkeiten, Kredit- und
Zahlungshistorie, Einkommen, Ausbildung, Arbeitsplatz, aktuelle Arbeitsposition, Berufserfahrung,
verfligbares Vermdgen und Daten Uber Verwandte, Kreditranking, frihere Schulden und andere
Informationen.

Aufbewahrungsfrist der Daten: 1 (ein) Jahr nach Beendigung der Geschaftsbeziehung mit dem Kunden,
wobei das Enddatum nicht friher als das Datum der vollstandigen Erflllung der Verpflichtungen beider
Parteien gegeneinander sein darf. Im Falle einer Ablehnung der Kreditgewahrung gilt der Moment der
Information des Kunden uber die Ablehnung der Kreditgewahrung als Moment der Beendigung der
Beziehung zum Kunden.

Datenanbieter: die betroffene Person direkt, Kredit- und andere Finanzinstitute und deren Zweigstellen,
Strafverfolgungsbehérden, andere Register und staatliche Institutionen, Unternehmen, die konsolidierte
Schuldnerdateien verarbeiten (z. B. in Litauen UAB , Creditinfo Lithuania“, UAB , Okredo”),
Einzelpersonen, die Daten Uber Ehegatten, Kinder und andere durch Verwandtschaft oder
Schwagerschaft verbundene Personen, Mitschuldner, Blrgen, Sicherungsgeber usw. bereitstellen,
juristische Personen, wenn der Kunde ein Vertreter, Mitarbeiter, Auftragnehmer, Aktionar, Teilnehmer,
Eigentumer usw. dieser juristischen Personen ist, sowie Partner oder andere juristische Personen, die
von Paysera beauftragt wurden, Dienstleistungen fur Sie zu erbringen.

Datenempfanger: Kredit-, Finanz-, Zahlungs- und/oder E-Geld-Institute oder Dienstleister, die bei der
Bewertung der Kreditwirdigkeit unterstitzen, sowie Unternehmen, die konsolidierte Schuldnerdateien
verarbeiten.

Um mit Ihnen einen Finanzierungsvertrag abzuschlieRen oder dessen Abschluss anzubieten und Ihnen
Dienstleistungen zu erbringen, wird Paysera in bestimmten Fallen Entscheidungen treffen, die auf der
automatisierten Verarbeitung lhrer personenbezogenen Daten basieren. In diesem Fall pruft das System
Ihre Kreditwirdigkeit mit einem festgelegten Algorithmus und bewertet, ob die Dienstleistung erbracht
werden kann. Fallt die automatisierte Entscheidung negativ aus, kann sie geandert werden, wenn der
Kunde weitere Daten bereitstellt. Paysera trifft alle notwendigen Mallnahmen zum Schutz Ihrer Rechte,
Freiheiten und berechtigten Interessen. Sie haben das Recht, ein menschliches Eingreifen zu verlangen,
Ihren Standpunkt darzulegen und eine automatisierte Entscheidung anzufechten. Sie haben das Recht,
einer automatisierten Entscheidung zu widersprechen, indem Sie sich direkt an Paysera wenden.



ZWECK: Erbringung von Dienstleistungen durch Dritte.

55.

56.

57.

58.

59.
60.

Personenbezogene Daten werden zu diesem Zweck verarbeitet, um ein mdglichst breites Spektrum an
Dienstleistungen fur Paysera-Kunden zu gewahrleisten, wobei bestimmte Dienstleistungen von Dritten
erbracht werden.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
Staatsangehdrigkeit, persénliche Identifikationsnummer, Adresse, Kontaktinformationen.

Der Kunde wird Uber jegliche Datenverarbeitung zum Zwecke der Erbringung von Dienstleistungen
durch Dritte klar informiert, und die Daten werden nur mit der ausdricklichen Zustimmung des Kunden
verarbeitet.

Aufbewahrungsfrist der Daten: 1 (ein) Jahr.

Datenanbieter: die betroffene Person direkt, Paysera, Dienstleistungen erbringende Dritte.
Datenempfanger: Dienstleistungen erbringende Dritte, Paysera, betroffene Person.

ZWECK: Schutz und Sicherung der Interessen von Paysera und des Kunden (Videoiiberwachung in
den Raumlichkeiten von Paysera und Audioaufzeichnung im Kundenzentrum).

61.

62.

63.

64.

Personenbezogene Daten werden zu diesem Zweck auf der Grundlage berechtigter Interessen gemafi
Artikel 6 Absatz 1 Buchstabe f der DSGVO verarbeitet. Zu diesen Interessen gehdren die Gewahrleistung
der Sicherheit (Schutz der Gesundheit, des Lebens und des Eigentums von Mitarbeitern, Kunden und
anderen Besuchern vor unrechtmaBigen Handlungen wie Diebstahl, Vandalismus oder tatlichen
Angriffen), der Schutz von Rechten und berechtigten Interessen (Erhaltung objektiver Beweise fur die
Untersuchung von Vorfallen, Unfallen oder strittigen Situationen) und die Gewahrleistung der Richtigkeit
und Transparenz der Dienstleistungen. Audioaufzeichnungen helfen dabei, Ihren mundlichen Antrag
bezlglich einer Finanztransaktion genau zu erfassen und sicherzustellen, dass dieser korrekt ausgefiuhrt
wird, wodurch Fehler vermieden werden, die zu Verlusten flr Sie oder das Unternehmen flihren kénnten.
Sie unterstutzen auch bei der objektiven Beilegung von Streitigkeiten Uber Inhalt, Betrag oder andere
Bedingungen einer Transaktion sowie bei der Gewahrleistung der Einhaltung gesetzlicher
Anforderungen. Audio- und Videoaufzeichnungen helfen uns zu lGberprifen und nachzuweisen, dass
Mitarbeiter die Verfahren zur Bekdampfung von Geldwasche und Terrorismusfinanzierung
ordnungsgemal’ eingehalten haben, einschlieBlich KYC-Anforderungen, obligatorischer Befragung und
Aufzeichnung von Antworten wahrend der Identifizierung, sowie bei der Untersuchung von Vorfallen und
Fehlern (Hilfe bei der Ermittlung der Ursachen, wenn ein Vorfall eintritt, ein Betriebsfehler unterlauft
oder eine Bargelddifferenz festgestellt wird).

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Videoaufzeichnungen
in den von Paysera verwalteten Raumlichkeiten, Video- und Audioaufzeichnungsdaten im
Kundenzentrum.

Videolberwachung und -aufzeichnung werden in einem groRen Teil der Raumlichkeiten von Paysera
durchgefuhrt, einschlieBlich der fur alle Besucher zuganglichen Gemeinschaftsbereiche, des
Kundenservicebereichs und der Raume mit eingeschranktem Zugang (z. B. Blirordume, Kiichen), um die
interne Ordnung und die Sicherheit des Eigentums zu gewahrleisten. Audioaufzeichnungen werden nur
im Kundenzentrum am Serviceschalter durchgefuhrt, wo Finanztransaktionen und die Identifizierung des
Kunden stattfinden. Ton wird in anderen Bereichen der Raumlichkeiten nicht aufgezeichnet. Vor dem
Betreten der Raumlichkeiten von Paysera, in denen eine Videolberwachung durchgefihrt wird, werden
Sie durch spezielle Kennzeichnungen {ber die Uberwachung informiert.

Video- und Audioaufzeichnungen werden bis zu 1 (ein) Jahr ab dem Datum der Aufzeichnung
aufbewahrt. Diese Aufbewahrungsfrist ist erforderlich, um die Fahigkeit zur Erkennung und
Untersuchung von Vorfallen innerhalb eines angemessenen Zeitrahmens zu gewahrleisten, potenzielle
Streitigkeiten beizulegen (die sich Uber ein Jahr oder langer erstrecken kénnen) und
Strafverfolgungsanfragen nach Daten nachzukommen. Nach diesem Zeitraum werden die Daten



65.

66.

geloscht, es sei denn, sie werden fir eine laufende Untersuchung, eine Streitbeilegung oder andere
gesetzlich vorgeschriebene Falle bendtigt - in diesem Fall werden sie so lange aufbewahrt, wie es zur
Erreichung dieser Zwecke erforderlich ist.

Datenanbieter: die betroffene Person direkt, die die Raumlichkeiten von Paysera besucht, in denen eine
Videoiiberwachung durchgefiihrt wird, und von der Uberwachungskamera erfasst wird.
Datenempfanger: Video- und Audioaufzeichnungen werden vertraulich behandelt. Der Zugriff darauf ist
streng begrenzt und wird nur Mitarbeitern gewahrt, die ihn zur Erflllung ihrer Arbeitsaufgaben
benoétigen (,,Need-to-know“-Prinzip) und ausschlieRlich fur die oben beschriebenen Zwecke.
Aufzeichnungen kénnen auch Gerichten, Ermittlungsbehdrden und Anwalten zur Verfligung gestellt
werden. Eine interne Uberprifung von Aufzeichnungen wird nur bei klarem Bedarf durchgefiihrt - zum
Beispiel bei der Untersuchung eines Vorfalls, der Beilegung eines Streits, der Uberprifung von
Bargelddifferenzen oder der Durchfiihrung regelmafiger, stichprobenartig ausgewahlter Audits (sehr
begrenzter Umfang, z. B. einige Aufzeichnungen von Kunden, die von einem Mitarbeiter pro Monat
bedient wurden) - um die Einhaltung von Geldwaschepraventions-, KYC- und anderen wesentlichen
Verfahren sicherzustellen sowie die Servicequalitat zu Gberwachen.

ZWECK: Direktmarketing.

67.

68.

69.

70.

71.
72.

Zu diesem Zweck werden personenbezogene Daten verarbeitet, um Kunden Angebote zu den von
Paysera erbrachten Dienstleistungen zu unterbreiten und die Meinung der Kunden zu den oben
genannten Dienstleistungen einzuholen.

Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Nachname,
E-Mail-Adresse und Telefonnummer.

Zu diesem Zweck versendet Paysera nach Einholung der Zustimmung des Kunden Newsletter und
Direktmarketing-Nachrichten. Paysera kann einen Newsletter-Dienstleister in Anspruch nehmen und
stellt dabei sicher, dass dieser die in der Vereinbarung Uber die gemeinsame Verantwortlichkeit
festgelegten Anforderungen zum Schutz personenbezogener Daten einhalt. Der Kunde kann seine
Zustimmung beim Erhalt von Newslettern oder Direktmarketing-Nachrichten widerrufen, indem er auf
den Link zum Widerruf der Zustimmung klickt, sowie Paysera jederzeit per E-Mail an
betreuung@paysera.com lber seine Weigerung zur Verarbeitung personenbezogener Daten fir
Direktmarketingzwecke informieren.

Aufbewahrungsfrist der Daten: Bis zur Beendigung der Geschaftsbeziehung mit dem Kunden oder bis zu
dem Tag, an dem der Kunde der Datenverarbeitung zu diesem Zweck widerspricht.

Datenanbieter: die betroffene Person direkt.

Datenempfanger: Die Daten zu diesem Zweck kénnen an Such- oder soziale Netzwerksysteme (die
Méglichkeit zum Widerspruch gegen die Datenverarbeitung wird durch die Websites dieser Systeme
gewahrleistet) oder Newsletter-Dienstleister GUbermittelt werden.

ZWECK: Statistische Analyse, Serviceverbesserung.

73.

74.

Ilhre far die vorgenannten Zwecke erhobenen und anonymisierten personenbezogenen Daten kdnnen
gemals Artikel 6 Absatz 1 Buchstabe f der DSGVO zum Zweck der statistischen Analyse und zur
Verbesserung technischer und organisatorischer MaBnahmen, der IT-Infrastruktur, zur Gewahrleistung
der Anpassung des angebotenen Dienstes an die verwendeten Gerate, zur Erstellung neuer Paysera-
Dienste, zur Erhéhung der Zufriedenheit mit bestehenden Diensten sowie zum Testen und Verbessern
technischer MaBnahmen und der IT-Infrastruktur verarbeitet werden. Zu diesem Zweck werden
personenbezogene Daten so verarbeitet, dass durch die Einbeziehung in den Umfang der statistischen
Analyse eine Identifizierung der betroffenen Personen nicht méglich ist. Die Erhebung Ihrer
personenbezogenen Daten zum Zweck der statistischen Analyse basiert auf dem berechtigten
Interesse, die ausgeubte Tatigkeit zu analysieren, zu verbessern und weiterzuentwickeln.

Sie haben das Recht, der Verarbeitung lhrer personenbezogenen Daten zu diesem Zweck jederzeit und
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in jeder Form zu widersprechen, indem Sie Paysera darlUber informieren. Paysera kann die Daten jedoch
weiterhin fur statistische Zwecke verarbeiten, wenn es nachweist, dass die Daten aus zwingenden
schutzwirdigen Grinden verarbeitet werden, die die Interessen, Rechte und Freiheiten der betroffenen
Person Uberwiegen, oder zur Geltendmachung, Auslibung oder Verteidigung von Rechtsansprichen.

ZWECK: Verhinderung von Dienstmissbrauch und Straftaten sowie Gewahrleistung einer
ordnungsgemafen Erbringung der Dienstleistungen.

75.

76.

77.

78.

Die fur alle oben genannten Zwecke erhobenen Daten kdnnen verwendet werden, um unbefugten
Zugriff und unbefugte Nutzung zu verhindern, d. h. um Privatsphare und Informationssicherheit zu
gewahrleisten.

FUr die Verarbeitung personenbezogener Daten kann Paysera Auftragsverarbeiter beauftragen und/oder
nach eigenem Ermessen andere Personen anheuern, um bestimmte Nebenfunktionen im Namen von
Paysera auszufuhren (z. B. Rechenzentren, Hosting, Cloud-Hosting, Systemadministration,
Systementwicklung, Softwareentwicklung, Bereitstellung, Supportdienste wie Verbesserung und
Weiterentwicklung; Dienste von Kundenzentren; Marketing, Kommunikation, Beratung, Zeitarbeit oder
ahnliche Dienste). In solchen Fallen trifft Paysera die erforderlichen MaBnahmen, um sicherzustellen,
dass solche Auftragsverarbeiter personenbezogene Daten gemaR den Anweisungen von Paysera und
den geltenden Gesetzen verarbeiten, und verlangt die Einhaltung der angemessenen
SicherheitsmalBnahmen fur personenbezogene Daten. Paysera stellt zudem sicher, dass diese Personen
zur Vertraulichkeit verpflichtet sind und diese Informationen fir keinen anderen Zweck als die Erflllung
ihrer Funktionen verwenden durfen.

Personenbezogene Daten, die fur die in diesen Datenschutzbestimmungen genannten Zwecke erhoben
wurden, durfen nicht auf eine Weise verarbeitet werden, die mit diesen rechtmaligen Zwecken oder
gesetzlichen Anforderungen unvereinbar ist.

Die oben genannten Daten werden Uber ein von Paysera oder seinem autorisierten Vertreter
verwendetes Softwaretool sowie auf anderem Wege und durch Dritte bereitgestellt und empfangen, mit
denen Paysera Vertrage zur Verarbeitung personenbezogener Daten gemals den Gesetzen und
Vorschriften abgeschlossen hat.

Geografischer Bereich der Verarbeitung

79.

80.

Im Allgemeinen werden personenbezogene Daten innerhalb der Europaischen Union/des Europaischen
Wirtschaftsraums (EU/EWR) verarbeitet. Um Ihnen jedoch Dienstleistungen erbringen zu kénnen, die
Kontinuitat unserer Netzbetriebe zu gewahrleisten und spezialisierte Partner weltweit einzubinden,
kénnen lhre Daten in bestimmten Fallen in Lander auRerhalb der EU/des EWR (im Folgenden als
LDrittlander” bezeichnet) Ubermittelt und dort verarbeitet werden. Datenubermittlungen in Drittlander,
die nicht von einem Angemessenheitsbeschluss der Europaischen Kommission profitieren, erfolgen
gemald dem Network Data Governance Agreement. Diese Vereinbarung gewahrleistet die automatische
Anwendung der von der Europaischen Kommission genehmigten Standardvertragsklauseln (SCCs) auf
alle DatenUbermittlungen zwischen Netzwerkmitgliedern und garantiert so, dass Ilhre Daten unabhangig
vom Standort des Partners im Einklang mit den DSGVO-Anforderungen geschutzt sind.

Ihre personenbezogenen Daten kdnnen an die folgenden Kategorien von Empfangern in Drittlandern
Ubermittelt werden:

80.1. Fur Infrastruktur- und Plattformpartner. Unsere Dienstleistungen werden unter Nutzung der
gemeinsam genutzten Paysera-Netzwerk-IT-Infrastruktur bereitgestellt, die von unserem strategischen
Partner verwaltet und gewartet wird. Obwohl dieser Partner Uber eine in der Europaischen Union
registrierte Holdinggesellschaft operiert, ist sein Hauptregistrierungsort die Kaimaninseln. Bitte
beachten Sie, dass technischer Zugriff und administrative Daten, die zur Gewahrleistung des Betriebs,
der Sicherheit und der Wartung der Plattform erforderlich sind, von dieser Gerichtsbarkeit aus nicht



zuganglich sind und alle Daten innerhalb des EU/EWR-Territoriums gespeichert werden.
Datenlbermittlungen in Drittlander, fur die kein Angemessenheitsbeschluss der Europaischen
Kommission vorliegt, erfolgen gemaf einem Joint Activity Agreement, das die automatische Anwendung
der von der Europaischen Kommission genehmigten Standardvertragsklauseln (SCCs) auf alle
Datenlbermittlungen zwischen Netzwerkpartnern vorsieht. Dies stellt sicher, dass lhre Daten
unabhangig vom Standort des Partners gemafls den DSGVO-Anforderungen geschutzt sind.

80.2. Paysera-Netzwerkpartner. Wir sind Teil eines internationalen Unternehmensnetzwerks. Wenn Sie
Dienstleistungen in Anspruch nehmen, an denen unsere Partner beteiligt sind, oder lhre Transaktionen
mit ihnen in Zusammenhang stehen, kénnen lhre Daten an diese Partner Ubermittelt werden, die in
Drittlandern wie der Republik Albanien, der Republik Kosovo, Georgien und anderen tatig sind.

80.3. Externe Dienstleister und Spezialisten. Um eine ununterbrochene Kundenbetreuung rund um die
Uhr in hoher Qualitat, die Einhaltung von KYC-Verfahren und andere Funktionen zu gewahrleisten,
beauftragen wir vertrauenswurdige Partner und Spezialisten, die in Drittlandern wie Marokko, den
Philippinen, Indien und anderen tatig sind. Diesen Dienstleistern wird ein sicherer Zugriff auf Ilhre Daten
ausschlieBlich zum Zwecke der Erflllung der ihnen tbertragenen Funktionen gewéahrt (z. B. Uberpriifung
der von lhnen eingereichten Dokumente oder Beantwortung lhrer Anfragen).

80.4. Von lhnen initiierte internationale Zahlungen. Wenn Sie persénlich eine Zahlungstberweisung an
einen Empfanger in einem Drittland initiieren, sind wir verpflichtet, Ihre Personen- und Zahlungsdaten
an das Finanzinstitut (Korrespondenzbank) in diesem Land zu Ubermitteln, um lhren Auftrag
auszufuhren.

81. Da die vorgenannten Drittlander nicht verpflichtet sind, den Datenschutz auf EU-Niveau anzuwenden,
wird bei jeder DatenUbermittlung eine oder mehrere der folgenden in der DSGVO vorgeschriebenen
Garantien angewendet:

81.1. Standardvertragsklauseln (SCCs). Fur alle systembezogenen Datenubermittlungen innerhalb der
Paysera-Infrastruktur haben wir mit den Datenempfangern Standardvertragsklauseln (SCCs) fur die
Ubermittlung personenbezogener Daten in Drittlander abgeschlossen, wie sie von der Européischen
Kommission genehmigt wurden. Diese Vereinbarungen verpflichten die Datenempfanger rechtlich dazu,
Ihre Daten gemaR den EU-Datenschutzstandards zu verarbeiten.

81.2. Zusatzliche technische und organisatorische MaBnahmen werden umgesetzt, zum Beispiel: Ende-
zu-Ende-Verschlisselung, Pseudonymisierung, wo dies mdéglich ist, um die Menge direkt identifizierbarer
Informationen zu reduzieren, strenge Zugangskontrollen, um sicherzustellen, dass nur diejenigen auf die
Daten zugreifen kénnen, die dies benétigen, und vertragliche Verpflichtungen fir den Datenempfanger,
uns unverzuiglich Gber Anfragen von Behdrden zur Offenlegung von Daten zu informieren und solche
Anfragen nach Maglichkeit rechtlich anzufechten.

82. Fir von lhnen initiierte internationale Zahlungen (Punkt 80.4) basiert die Ubermittlung von Daten auf
der Ausnahme nach Artikel 49 der DSGVO, da die Ubermittlung fir die Erfillung des Vertrags zwischen
Ihnen und uns erforderlich ist (d. h. um die von Ihnen angewiesene Zahlungsiberweisung
durchzufihren).

Profiling und automatisierte Entscheidungsfindung

83. Um lhnen schnelle, sichere und moderne Dienstleistungen anzubieten und unsere rechtlichen
Verpflichtungen zu erfillen, setzen wir fortschrittliche Technologien ein, einschlief8lich automatisierter
Systeme und Losungen der kinstlichen Intelligen (KI). Diese Technologien helfen uns, lhre
personenbezogenen Daten automatisch zu verarbeiten, um bestimmte persénliche Merkmale zu
bewerten (Profiling) und in einigen Fallen Entscheidungen ohne direktes menschliches Eingreifen zu
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85.

treffen (automatisierte Entscheidungsfindung).

Profiling und automatisierte Entscheidungsfindung zum Zweck der Kreditwurdigkeitsprifung und des
Kreditrisikomanagements:

84.1. Wenn wir mit Ihnen einen Verbraucherkredit oder eine andere Finanzierungsvereinbarung
abschlieRen oder beabsichtigen, dies zu tun, sind wir gesetzlich verpflichtet, Ihre Kreditwirdigkeit
verantwortungsbewusst zu prifen und das damit verbundene Risiko zu managen. Zu diesem Zweck
kédnnen wir Dritte (z. B. UAB ,,Scorify”) mit der Nutzung eines automatisierten
Entscheidungsfindungssystems beauftragen.

84.2. Das auf Algorithmen und KI-Modellen basierende System kann lhre personenbezogenen Daten
automatisch erheben und analysieren (detaillierte Informationen zu den Datenkategorien und Quellen
finden Sie im Abschnitt dieser Datenschutzbestimmungen mit dem Titel Bewertung der
Kreditwurdigkeit, Kreditrisikomanagement und automatisierte Entscheidungsfindung (Punkte 49-54)).
Das System bewertet eine Vielzahl von Faktoren, wie zum Beispiel:

84.2.1. Das Verhaltnis Ihres Einkommens zu lhren finanziellen Verpflichtungen;
84.2.2. Die Zuverlassigkeit Ihrer Kredithistorie (Zahlungsdisziplin, Vorhandensein Uberfalliger Schulden);

84.2.3. Andere Faktoren, die in direktem Zusammenhang mit Ihrer Fahigkeit stehen, lhren finanziellen
Verpflichtungen nachzukommen.

84.3. Basierend auf dieser Analyse trifft das System automatisch eine der folgenden Entscheidungen,
die rechtliche und finanzielle Verpflichtungen fur Sie begrinden kénnen:

84.3.1. Genehmigung |Ihres Antrags und Angebot einer Finanzierung;

84.3.2. Angebot alternativer Finanzierungsbedingungen (z. B. ein geringerer Betrag oder ein anderer
Tilgungsplan);

84.3.3. Ablehnung lhres Antrags.

84.4. Dieser vollautomatisierte Prozess ermdglicht es uns, Entscheidungen schnell, objektiv und
kontinuierlich auf der Grundlage vorab festgelegter und einheitlich angewandter Kriterien zur
Kreditrisikobewertung zu treffen. Da diese Entscheidung automatisch getroffen wird, werden Ihnen
gemalfd der DSGVO besondere Rechte und Garantien eingeraumt:

84.4.1. Sie haben das Recht, uns per E-Mail an pagalba@paysera.lt zu kontaktieren, um Informationen
Uber die vom System zur Entscheidungsfindung verwendeten Daten anzufordern;

84.4.2. Sie kébnnen nach 14 Tagen einen neuen Antrag stellen. Dieser Zeitraum ist erforderlich, damit
Ihre Finanzdaten aktualisiert werden kdnnen. Wenn ein neuer Antrag eingereicht wird, wird dieser auf
der Grundlage der aktuellsten Informationen bewertet.

Profiling zum Zweck der Bekampfung von Geldwasche und Terrorismusfinanzierung:

85.1. Wir sind gesetzlich verpflichtet, eine kontinuierliche und regelméRige Uberwachung Ihrer Person
und lhrer Transaktionen durchzufihren, um Geldwasche, Terrorismusfinanzierung, Betrug und andere
kriminelle Aktivitaten zu verhindern.

85.2. Zu diesem Zweck kdnnen wir automatisierte Uberwachungssysteme einschlieBlich Kl einsetzen,
die Ihre Transaktionsdaten, Verhaltensmuster und andere Informationen in Echtzeit analysieren. Das

System identifiziert ungewobhnliche, verdachtige oder nicht konforme Aktivitaten (z. B. ungewd6hnlich

grof3e Transaktionen, Geschafte mit Hochrisiko-Jurisdiktionen, plétzliche Verhaltensanderungen).

85.3. Wenn das System potenziell verdachtige Aktivitaten identifiziert, 16st dies keine automatische
Entscheidung aus, die direkte rechtliche Konsequenzen fir Sie hatte. Stattdessen generiert das System
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eine Warnmeldung, die stets von unseren Spezialisten tberprift und weiter untersucht wird. Erst nach
einer menschlichen Analyse kénnen Entscheidungen getroffen werden, wie etwa die Aussetzung einer
Transaktion, die Anforderung zusatzlicher Informationen von Ihnen oder die Benachrichtigung von
Strafverfolgungsbehdrden.

86. Profiling zum Zweck der Personalisierung von Dienstleistungen, Marketing und statistischer Analyse:
86.1. Um Ihr Erlebnis zu verbessern, Ihnen relevantere Angebote zu unterbreiten und unsere
Dienstleistungen zu verbessern, kdnnen wir Profiling durchflhren.

86.2. Basierend auf Ihrer Zustimmung kénnen wir IThre Nutzung unserer Dienste und Ihr Verhalten
analysieren, um Sie in spezifische Kundensegmente einzuteilen. Dies ermdglicht es uns, Ihnen
personalisierte Marketingnachrichten und Angebote zu senden, von denen wir glauben, dass sie fur Sie
relevant sein kdnnten. Wir kdnnen zu diesem Zweck auch Plattformen von Drittanbietern nutzen (z. B.
Google, Meta, OpenAl).

87. Aufgrund unseres berechtigten Interesses an der Entwicklung und Verbesserung unseres Geschafts
kénnen wir anonymisierte oder aggregierte Daten darUber analysieren, wie Kunden unsere Dienste
nutzen. Dies hilft uns, Trends zu verstehen, Verbesserungsbereiche zu identifizieren und neue Dienste
zu entwickeln.

88. Sie haben das Recht, jederzeit ohne Angabe von Grinden der Verarbeitung lhrer Daten fur
Direktmarketingzwecke (einschlieBlich Profiling) zu widersprechen. Sie haben auch das Recht, der
Verarbeitung Ihrer Daten zur statistischen Analyse zu widersprechen. Sie kbnnen diese Rechte auslben,
indem Sie die Einstellungen in Ihrem Konto andern, auf den Abmeldelink in Marketing-E-Mails klicken
oder uns direkt kontaktieren.

Verarbeitung der personenbezogenen Daten von Minderjahrigen

89. Ein Minderjahriger unter 14 (vierzehn) Jahren, der die Zahlungsdienste von Paysera nutzen mdchte,
muss die schriftliche Zustimmung seines Vertreters (Elternteil oder gesetzlicher Vormund) zur
Verarbeitung seiner personenbezogenen Daten vorlegen.

Cookie-Richtlinie

90. Paysera kann Cookies auf dieser Website verwenden. Cookies sind kleine Dateien, die an den
Internetbrowser einer Person gesendet und auf deren Gerat gespeichert werden. Cookies werden beim
ersten Besuch der Website auf einen PC Ubertragen.

91. Normalerweise verwendet Paysera nur die notwendigen Cookies auf dem Gerat der Person zur
Identifizierung, Verbesserung der Website-Funktionalitdt und -Nutzung sowie zur Erleichterung des
Zugriffs einer Person auf die Website und die darin enthaltenen Informationen. Paysera kann nach Erhalt
der Zustimmung des Kunden andere Cookies verwenden. Eine kurze Beschreibung der verschiedenen
Arten von Cookies finden Sie hier:

91.1. Unbedingt erforderliche Cookies. Diese Cookies sind erforderlich, damit Sie verschiedene
Funktionen auf der Paysera-Website nutzen kénnen. Sie sind flr das Funktionieren der Website
unerlasslich und kénnen nicht abgeschaltet werden. Sie werden wahrend der Nutzung der Website auf
Ihrem Computer, Mobiltelefon oder Tablet gespeichert und sind nur fir einen begrenzten Zeitraum
glltig. Sie werden in der Regel als Reaktion auf von Ihnen vorgenommene Aktionen beim Surfen
gesetzt, wie zum Beispiel das Andern Ihrer Datenschutzeinstellungen, das Einloggen und das Ausfillen
verschiedener Formulare.

91.2. Statistik-Cookies. Diese Cookies werden verwendet, um anonyme Informationen zu sammeln und
dariber zu berichten, um herauszufinden, wie unsere Besucher die Website nutzen. Eine registrierte IN-



Nummer wird verwendet, um statistische Daten dartber zu sammeln, wie Nutzer auf der Website
navigieren.

91.3. Analyse-Cookies. Diese Cookies werden verwendet, um die Anzahl und den Datenverkehr der
Website-Nutzer zu GUberwachen. Analyse-Cookies helfen uns herauszufinden, welche Websites am
haufigsten besucht werden und wie Besucher sie nutzen, um die Qualitat unserer Dienstleistungen zu
verbessern. Wenn Sie der Verwendung dieser Cookies nicht zustimmen, werden wir lhren Besuch nicht
in unsere Statistik aufnehmen.

91.4. Marketing-Cookies. Diese Cookies werden verwendet, um basierend auf Ihren Surfgewohnheiten
relevante Informationen Uber unsere Dienstleistungen bereitzustellen, die Inhaltsauswahl zu verbessern
und mehr Optionen bei der Nutzung unserer Website anzubieten. Daruber hinaus kdnnen diese Cookies
auf den Websites unserer Drittpartner zu Berichtszwecken verwendet werden. Auf diese Weise wlrden
wir auch Informationen Uber Ihren Browserverlauf von den Websites unserer offiziellen Partner erhalten,
auf denen wir unsere Anzeigen platzieren. Wenn Sie der Verwendung dieser Cookies nicht zustimmen,
sehen Sie nur nicht-personalisierte Werbung.

92. Die meisten Webbrowser akzeptieren Cookies, aber die Person kann die Browsereinstellungen so
andern, dass Cookies nicht akzeptiert werden. Es ist zu beachten, dass im Gegensatz zu anderen Arten
von Cookies das Ablehnen notwendiger Cookies die Funktionalitat der Website beeintrachtigen kann und
einige Funktionen mdglicherweise nicht ordnungsgemaR funktionieren. Beim ersten Besuch der Paysera-
Website sehen Sie eine Pop-up-Meldung mit einer Liste spezifischer Arten von Cookies, die Sie
akzeptieren oder ablehnen kénnen. Wenn Sie sich entscheiden, die notwendigen und die anderen Arten
von Cookies zu akzeptieren, kénnen Sie lhre Auswahl andern und lhre Zustimmung widerrufen, indem
Sie unten auf der Seite auf Cookie-Einstellungen klicken.

Das Recht auf Auskunft, Berichtigung, Loschung lhrer personenbezogenen Daten
und auf Einschrankung der Datenverarbeitung

93. Sie haben die folgenden Rechte:
93.1. Das Recht auf Auskunft Gber die Daten. Informationen daruber zu erhalten, ob Paysera lhre
personenbezogenen Daten verarbeitet oder nicht, und falls dies der Fall ist, Zugang zu den von Paysera
verarbeiteten personenbezogenen Daten zu erhalten und Informationen dartber zu erhalten, welche
personenbezogenen Daten und aus welchen Quellen erhoben werden, welche Zwecke die Verarbeitung
hat, an welche Empfanger die personenbezogenen Daten Ubermittelt wurden oder werden kdnnen; von
Paysera eine Kopie der personenbezogenen Daten zu erhalten, die gemal geltendem Recht verarbeitet
werden. Nach Erhalt lhres schriftlichen Antrags stellt Paysera innerhalb der gesetzlich festgelegten Frist
die angeforderten Daten schriftlich zur Verfligung oder gibt den Grund fir die Ablehnung an. Einmal im
Kalenderjahr kbnnen Daten kostenlos zur Verfiigung gestellt werden, in anderen Fallen kann eine
Vergutung in einer H6he festgesetzt werden, die die Kosten der Datenbereitstellung nicht Gbersteigt.
Weitere Informationen zum Recht auf Auskunft Gber Daten und deren Verarbeitung finden Sie hier.

93.2. Das Recht auf Berichtigung. Wenn lhre von Paysera verarbeiteten Daten unrichtig, unvollstandig
oder ungenau sind, kénnen Sie sich schriftlich an Paysera wenden, um die Berichtigung der unrichtigen
oder ungenauen Daten oder die Vervollstandigung der unvollstandigen personenbezogenen Daten
durch Einreichen eines entsprechenden Antrags zu verlangen.

93.3. Das Recht auf Vergessenwerden. Die Beendigung der Datenverarbeitung (Lé6schung der Daten) zu
verlangen, wenn die betroffene Person die Zustimmung, auf der die Verarbeitung basiert, widerruft oder
die personenbezogenen Daten flr die Zwecke, fur die sie erhoben wurden, nicht mehr erforderlich sind
oder die personenbezogenen Daten unrechtmalig verarbeitet wurden oder die personenbezogenen
Daten zur Erfillung einer rechtlichen Verpflichtung geldscht werden mussen. Ein schriftlicher


https://helpdesk.paysera.net/help/de-de/21-18-personal-data-protection/258-18-01-the-right-of-access-to-personal-data

Widerspruch gegen die Verarbeitung personenbezogener Daten ist Paysera personlich, per Post oder
uber elektronische Kommunikationsmittel zu Gbermitteln. Wenn Ihr Widerspruch rechtlich begrindet ist,
wird Paysera nach Prufung des Antrags alle Verarbeitungsvorgange lhrer personenbezogenen Daten
einstellen, mit Ausnahme der gesetzlich vorgesehenen Falle. Es ist zu beachten, dass das Recht, die
unverzugliche Léschung lhrer personenbezogenen Daten zu verlangen, aufgrund der Verpflichtung von
Paysera als Zahlungsdienstleister zur Speicherung von Daten Uber die Identifizierung der Kunden,
Zahlungstransaktionen, abgeschlossenen Vertrage usw. flr den gesetzlich festgelegten Zeitraum
eingeschrankt sein kann.

93.4. Das Recht auf Einschrankung der Verarbeitung von Daten. Die Einschrankung der Verarbeitung
personenbezogener Daten zu verlangen, wenn die Richtigkeit der personenbezogenen Daten von der
betroffenen Person bestritten wird, und zwar fir eine Dauer, die es dem Verantwortlichen ermdglicht,
die Richtigkeit der personenbezogenen Daten zu Uberprufen; die Verarbeitung unrechtmafig ist und die
betroffene Person die Loschung der personenbezogenen Daten ablehnt und stattdessen die
Einschrankung der Nutzung verlangt; der Verantwortliche die personenbezogenen Daten fir die Zwecke
der Verarbeitung nicht mehr bendtigt, sie jedoch von der betroffenen Person zur Geltendmachung,
AusUlbung oder Verteidigung von Rechtsanspriichen bendtigt werden. Eine betroffene Person, die eine
Einschrankung der Verarbeitung erwirkt hat, wird vom Verantwortlichen unterrichtet, bevor die
Einschrankung aufgehoben wird.

93.5. Das Recht auf Widerspruch. Das Recht, der Verarbeitung lhrer personenbezogenen Daten fur
Direktmarketingzwecke zu widersprechen.

93.6. Das Recht auf Beschwerde. Eine Beschwerde bei der Aufsichtsbehdrde bezliglich der Verarbeitung
Ihrer personenbezogenen Daten einzureichen, wenn Sie der Ansicht sind, dass die personenbezogenen
Daten unter Verletzung Ihrer durch die geltende Gesetzgebung festgelegten Rechte und berechtigten
Interessen verarbeitet werden.

93.7. Das Recht, den Verantwortlichen und/oder den Datenschutzbeauftragten zwecks Wahrnehmung
Ihrer Rechte zu kontaktieren.

93.8. Sonstige gesetzlich festgelegte Rechte.

94. |hren Antrag auf Auskunft, Berichtigung oder Widerspruch gegen die Datenverarbeitung kénnen Sie per
E-Mail senden an: dpo@paysera.com. Die Person, die den Antrag einreicht, muss ihren vollstandigen
Namen deutlich angeben und den Antrag mit einer qualifizierten elektronischen Signatur unterzeichnen.

Websites von Drittanbietern

95. Paysera ist nicht verantwortlich fir den Schutz der Privatsphare des Kunden auf Websites Dritter, auch
wenn der Kunde Uber Links auf dieser Website auf solche Websites zugreift. Paysera empfiehlt, sich mit
den Datenschutzbestimmungen jeder Website vertraut zu machen, die nicht zu Paysera gehort.

Die Verwendung von Logos

96. Der Kunde, der die Dienste von Paysera flr geschaftliche Ziele und berufliche Interessen nutzt, erklart
sich damit einverstanden, dass Paysera seinen Namen und/oder sein Logo fur Direktmarketingzwecke
verwenden darf (z. B. durch Angabe, dass der Kunde die von Paysera bereitgestellten Dienste nutzt).

Gewahrleistung der Informationssicherheit
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97. Paysera ist bestrebt, fir alle vom Kunden erhaltenen Informationen und 6ffentlichen Datendateien das
hoéchste Sicherheitsniveau zu gewahrleisten. Um diese Informationen vor unbefugtem Zugriff,
unbefugter Nutzung, Kopieren, versehentlicher oder unrechtmaBiger Léschung, Anderung oder
Offenlegung sowie vor jeder anderen unbefugten Form der Verarbeitung zu schiitzen, setzt Paysera
angemessene rechtliche, administrative, technische und physische Sicherheitsmallnahmen ein.

Schlussbestimmungen

98. Zusatzliche Informationen dariber, wie Paysera personenbezogene Daten verarbeitet, kdnnen in
Vertragen, anderen Dokumenten, der Website, der mobilen Anwendung oder tGber Remote-
Kundenbetreuungskanale (per Telefon, E-Mail usw.) bereitgestellt werden.

99. Paysera hat das Recht, diese Datenschutzbestimmungen einseitig zu andern und/oder zu erganzen.
Informationen tber Anderungen der Datenschutzbestimmungen werden durch Verdffentlichung auf der
Paysera-Website bekannt gegeben. In bestimmten Fallen kann Paysera Einzelpersonen auch per Post, E-
Mail, mobiler Anwendung oder auf andere Weise Uber die Anderungen informieren.

100. Diese Bestimmungen der Datenschutzbestimmungen unterliegen dem Recht der Republik Litauen. Alle
Streitigkeiten beziglich der Bestimmungen der Datenschutzbestimmungen werden durch
Verhandlungen beigelegt, und im Falle einer Nichteinigung wird der Streit vor die Gerichte der Republik
Litauen gebracht.

* - UAB ,,Creditinfo Lithuania” (Unternehmenscode: 111689163, Adresse: Lvivo Str. 21A, LT-09309 Vilnius,
Litauen, www.creditinfo.lt, Tel.: (8 5) 2394131, und UAB , Okredo”, Unternehmenscode: 304106783, Adresse:
Liepy g. 54-1, Klaipéda, Litauen), die lhre Informationen verwaltet und an Dritte (Finanzinstitute,
Telekommunikationsagenturen, Versicherungen, Strom- und Versorgungsdienstleister, Handelsunternehmen
usw.) weitergibt. Wir erheben und stellen Ihre Informationen fur berechtigte Interessen und Ziele bereit: zur
Bewertung lhrer Kreditwurdigkeit und zum Forderungsmanagement. Kredithistoriendaten werden in der Regel
flr 10 (zehn) Jahre nach Erflllung der Verpflichtungen gespeichert).

Bei der Nutzung von Dienstleistungen, die ausschlieBlich von der "Paysera Bank of Georgia", JSC, erbracht
werden, werden personenbezogene Daten, die uber die "Paysera Bank of Georgia", JSC, erhoben wurden,
gemal dieser Datenschutzrichtlinie verarbeitet..

Geschichte der Vereinbarung

Datenschutzrichtlinie (gultig bis 17/06/2024)

Datenschutzrichtlinie (gultig bis 28/09/2021)

Datenschutzrichtlinie (gultig bis 20/07/2020)

Datenschutzrichtlinie (gultig bis 17/04/2020)

Datenschutzrichtlinie (gultig bis 16/09/2019)

Datenschutzrichtlinie (gultig bis 01.01.2026)



http://www.creditinfo.lt/
https://www.paysera.com/v2/de-RU/samartleblivi/konpidencialurobis-politika-pbg
https://www.paysera.com/f/privacy-policy-2024-de
https://www.paysera.com/f/privacy_policy_EN
https://www.paysera.com/f/privacy-policy-2020
https://www.paysera.com/f/privacy-policy-202004
https://www.paysera.com/f/privacy-policy-07-2019
https://paysera.com/f/privacy-policy-18-06-2024-DE.pdf

